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At Rockland Federal Credit Union, our goal is
to provide superior service to our thousands
of members. We achieve that with hard-
working professionals who come from
diverse backgrounds and offer a wide range
of abilities, experience, and ideas. 

If you’re passionate about helping others and
eager to collaborate with exceptional
colleagues, then check out our current
openings at
https://www.rfcu.com/about/rfcu/careers/

TOP NEWS

System Upgrade Coming
August 2025 

2025 Board Elections

Career Opportunities
Available

We’re Hiring!

RFCU System Upgrade coming 
August 2025

What’s Happening? 
The Credit Union is upgrading our
operating systems to ensure that we
continue to deliver a secure and
convenient banking experience.

When Will These Changes Occur?
The upgrade will take place from Friday,
August 8 after the close of business
through the start of business on
Monday, August 11.

For more information about potential
disruptions in service prior to and while
the upgrades are underway - and how
to prepare visit:
https://www.rfcu.com/rockland-federal-
credit-union-ma-personal-business-
banking/rfcu-upgrade-info/

https://www.rfcu.com/about/rfcu/careers/
https://www.rfcu.com/rockland-federal-credit-union-ma-personal-business-banking/rfcu-upgrade-info/
https://www.rfcu.com/rockland-federal-credit-union-ma-personal-business-banking/rfcu-upgrade-info/
https://www.rfcu.com/rockland-federal-credit-union-ma-personal-business-banking/rfcu-upgrade-info/


JULY 2025 page 2

For Your Information: Funds Availability Disclosure
YOUR ABILITY TO WITHDRAW FUNDS
This policy statement applies to all accounts.
Our policy is to make funds from your check
deposits available to you on the second business
day after the day we receive your deposit, with the
first $500 available on the first business day after the
day of your deposit. Electronic direct deposits will be
available on the day we receive the deposit. Cash,
wire transfers, and some specified check deposits
will also be available before the second business
day, as detailed below. Once the funds are available,
you can withdraw them in cash and we will use the
funds to pay checks that you have written.
Please remember that even after we have made
funds available to you, and you have withdrawn the
funds, you are still responsible for checks you
deposit that are returned to us unpaid and for any
other problems involving your deposit.

DETERMINING THE AVAILABILITY OF A DEPOSIT
For determining the availability of your deposits,
every day is a business day, except Saturdays,
Sundays, and federal holidays. If you make a deposit
before 4:30 p.m. on a business day that we are open,
we will consider that day to be the day of your
deposit. However, if you make a deposit after closing
or on a day, we are not open, we will consider that
the deposit was made on the next business day we
are open. If you make a deposit at an ATM before
12:00 P.M. on a business day that we are open, we
will consider that day to be the day of your deposit.
However, if you make a deposit at an ATM after
12:00 P.M. or on a day we are not open, we will
consider that the deposit was made on the next
business day we are open.

Same-Day Availability
Funds from the following deposits are available on
the day we receive the deposit:

Electronic direct deposits to your account.
U.S. Treasury checks that are payable to you.
Wire transfers.
Checks drawn on Rockland Federal Credit Union.
Cash.
State and local government checks that are
payable to you.
Cashier’s, certified, and teller’s checks that are
payable to you.
Federal Reserve Bank checks, Federal Home
Loan Bank checks, and postal money orders, if
these items are payable to you.
The first $2,000.00 from the deposit of payroll
checks or workers compensation made payable
to you.

Other Check Deposits Subject to Second-Day
Availability
The first $500 from a deposit of other checks will be
available on the first business day after the day of
your deposit. The remaining funds will be available
on the second business day after the day of your
deposit.
For example, if you deposit a check of $700 on a
Monday, $500 of the deposit is available on Tuesday.
The remaining $200 is available on Wednesday.
If we cash a check for you that is drawn on another
bank or not made payable to you, we may withhold
the availability of a corresponding amount of funds
that are already in your account. Those funds will be
available at the time funds from the check we
cashed would have been available if you had
deposited it. If we accept for deposit a check that is
drawn on another bank or not made payable to you,
we may make funds from the deposit available for
withdrawal immediately but delay your availability to
withdraw a corresponding amount of funds that
you have on deposit in another account with us. The
funds in the other account would then not be
available for withdrawal until the time periods that
are described elsewhere in this disclosure for the
type of check that you deposited.

LONGER DELAYS MAY APPLY
Funds you deposit by check may be delayed for a
longer period under the following circumstances:

We believe a check you deposit will not be paid.
You deposit checks totaling more than $6,725 on
any one day.
You redeposit a check that has been returned
unpaid.
You have overdrawn your account repeatedly in
the last six months.
There is an emergency, such as failure of
computer or communications equipment.

We will notify you if we delay your ability to withdraw
funds for any of these reasons, and we will tell you
when the funds will be available. They will generally
be available no later than the seventh business day
after the day of your deposit.
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Skimming Scam Alert
Skimming occurs when devices illegally
installed on or inside ATMs, point-of-sale (POS)
terminals, or fuel pumps capture card data and
record cardholders’ PIN entries.
Criminals use the data to create fake payment
cards and then make unauthorized purchases
or steal from victims' accounts.
Fuel Pump Skimming
Fuel pump skimmers are usually attached to
the internal wiring of the machine and aren’t
visible to the customer. The skimming devices
store data to be downloaded or wirelessly
transferred later.
POS and ATM Skimming
In these scams, ATM skimmer devices are
inserted in the card reader or otherwise
installed within the terminal. However, some
skimmer devices may fit over the terminal's
card reader or be situated along exposed
cables at freestanding ATMs. POS skimming
devices, such as those capturing EBT and Debit
Card data, are generally designed as overlays to
the POS terminal and have wireless
transmission capabilities. These may be
present in any market, convenience store, or
retailer. cont’d pg. 4

Annual 
Privacy Notice

Rockland Federal Credit Union’s
Privacy Notice is available for viewing

at: www.rfcu.com/privacy/
To request a paper copy of the

privacy policy notice, please call
(800) 562-7328. A copy will be mailed

to you within 10 business days.  

ATTENTION

https://www.rfcu.com/personal/lending/mortgage-loans-2-2/
http://www.rfcu.com/privacy/
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Protect Yourself
Inspect ATMs, POS terminals, and other
card readers before using. Look for
anything loose, crooked, damaged, or
scratched. Don't use any card reader if you
notice anything unusual.
Pull at the edges of the keypad before
entering your PIN. Then, cover the keypad
as fully as possible when you enter your PIN
to prevent cameras from recording your
entry. Keep in mind that a pinhole camera
may be present anywhere on or around the
terminal. 
If possible, use ATMs in a well-lit, indoor
location., These may still be compromised,
but are lessvulnerable targets.
Be especially alert for skimming devices in
tourist areas, since these are popular
targets.
Routinely monitor your credit card, bank,
and EBT or other benefits accounts to
promptly identify any unauthorized
transactions. If possible, set email or text-
message alerts to notify you of card or
account transactions.
Contact your financial institution
immediately if the ATM doesn't return your
card after you end or cancel a transaction.
This may suggest the presence of a foreign
device in the card reader.
If you receive a call, text, or email asking for
card information, you should separately:
Contact the relevant state benefits agency
to verify the authenticity of the message(s).
If you receive a call, text message, or email
asking for your PIN, never provide it. State
benefits agencies won't request cardholder
PINs. They'll use other means to
authenticate your account.
Always use a strong PIN. Avoid using PINs
that may be easily guessed, such as strings
of the same or consecutive numbers.
If you suspect your EBT card was
compromised in this type of scam:
Immediately contact your state benefits
agency or card issuer.
Promptly change your PIN if any funds
remain in your EBT account.
Look into whether your account or EBT
mobile application will allow you to
temporarily block or freeze transactions on
the account.

Skimming Scam Alert cont’d
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(800) 562-7328

Enclosure: 2025 Board of Directors
Election Notice 




